
TOP NSA INTELLIGENCE OFFICERS WHO WENT ROGUE

Do spies use the entire spy community to conduct corrupt private rogue business and coup-like 
political activities for personal profit or for personal ideological beliefs?  Yes!

Could another FDR Business Plot type Coup happen again?  Yes!

How Private Contractors Have Created a Shadow NSA | The Nation

May 27, 2015 ... A new cybersecurity elite moves between government and private practice, ... 
established in 2005 by companies working for the National Security Agency. ... Robert Mueller, the 
recently retired director of the FBI, had just joined the .... While hashing over controversial programs 
such as domestic spying, ...
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Booz Allen, the World's Most Profitable Spy Organization - Bloomberg

Jun 21, 2013 ... Even if Snowden ends up costing his former employer business, the work will ... In 
2009 he left for the private sector, eventually ending up at Booz Allen. The job he did as a contractor 
for the NSA appears to have been basic .... inside government consider Booz Allen as part of their own 
retirement plans.
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Spies For Hire - Who's Who in Intelligence Contactors

Nov 16, 2009 ... National Security Agency (NSA), National Geospatial-Intelligence Agency (NGA) .....
of its estimated $60 billion annual budget on contracts with private companies . .... of career DIA 
officers retired and left the intelligence community. ...... “ overhead imagery, communications satellites 
and intercepts, pulling all ...
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Exclusive: Key NSA Official Has Another 
Business At Her Home
Powerful National Security Agency official registered “electronics” business at her home before 
her husband set up intelligence business there, BuzzFeed News finds. Her company owns a plane 
and a condo. 
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Aram Roston 
BuzzFeed News Reporter

On a quiet street in Ellicott City, Maryland, a blue-grey two-story clapboard house, set back from the 
road, is shaded by two sycamores and a towering maple. It’s the unassuming home of one of the 
National Security Agency’s most powerful officials, Teresa H. Shea.

In September, BuzzFeed News disclosed a potential conflict of interest involving Shea, the director of 
Signals Intelligence. Called SIGINT in espionage jargon, it refers to all electronic eavesdropping and 
interception, including the controversial domestic surveillance program that collects information about 
Americans’ phone use.

As BuzzFeed News reported, there’s a private SIGINT consulting and contracting business based at 
Shea’s home in that quiet neighborhood. Shea’s husband, a business executive in the small but 
profitable SIGINT industry, is the resident agent for the firm, Telic Networks.

In addition, James Shea also works for a major SIGINT contracting firm, DRS Signal Solutions Inc., 
which appears to do SIGINT business with the NSA.

DRS declined to comment, and the NSA declined to answer questions related to the Sheas, Telic 
Networks, or DRS.

Now there’s a new wrinkle, which the NSA has also declined to discuss: Yet another company, 
apparently focused on the office and electronics business, is based at the Shea residence on that well-
tended lot.

This company is called Oplnet LLC.

Teresa Shea, who has been at the NSA since 1984, is the company’s resident agent. The company’s 
articles of organization, signed by Teresa Shea, show that the firm was established in 1999 primarily 
“to buy, sell, rent and lease office and electronic equipment and related goods and services.” An 
attorney who also signed the document, Alan Engel, said he couldn’t comment on client matters.

BuzzFeed News found no evidence that the firm has done business with the federal government, and it 
is unclear what electronics or office business the firm deals in. The firm is listed as active at the 
Maryland Department of Assessment and Taxation. One document on file at the Federal Aviation 
Administration lists Teresa Shea as the “sole member” of the LLC.

Records show Oplnet does own a six-seat airplane, as well a condominium property with an assessed 
value of $275,000 in the resort town of Hilton Head, South Carolina.
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This summer the NSA turned down a Freedom of Information Act request for Shea’s public financial 
disclosure form. The agency said that, unlike every other federal agency, it could withhold the 
disclosure because of a sweeping 1959 law that allows it to keep almost everything secret.

Financial disclosure forms are central to public monitoring of ethics and potential conflicts of interests 
by federal officials. Without that form, journalists or concerned citizens must comb through corporate 
incorporations, property records, UCC filings, and court records to learn about an official’s financial 
interests outside of office. Often, these documents are not online and are in offices scattered across 
different states.

This year, the NSA was sued by Vice News journalist Jason Leopold after it withheld the financial 
disclosure records of Gen. Keith Alexander, who retired in March as director of the NSA. Ultimately, 
the agency released the records to Leopold.

This week, the NSA told Buzzfeed News it would “process” a formal request for Shea’s financial 
disclosures forms, “expeditiously.” If the NSA releases those forms, they might reveal more about the 
business interests of her and her husband.

The NSA has been under fire recently, in part because of the controversial domestic surveillance 
program run by Teresa Shea’s office. Using “bulk metadata analysis,” the program collects data on the 
phone calls of virtually all Americans, including the phone numbers dialed and the length of time of 
every phone call. The metadata program does not routinely record actual conversations, but much can 
be learned by knowing when and with whom a person communicates. Some of the details of that 
program were disclosed by Edward Snowden, the former agency contractor.

Teresa Shea, as head of SIGINT, has defended the program in declarations in two federal court cases.

The timeline of Shea’s career at the NSA, and her husband’s path in the SIGINT business, shows that 
the two have been successful in both tracks.

In 1984, according to Teresa Shea’s bio (which is posted at the website of the Armed Forces 
Communications and Electronics Association), she joined the NSA as an engineer working in SIGINT 
issues.

Her husband has been involved in SIGINT as a private contractor and engineer since at least 1990, 
when he set up a company called Sigtek Inc., which would get hundreds of thousands of dollars in 
contracts with the federal government, according to a federal contracting database. On his LinkedIn 
page, James Shea says the company’s key markets included “Defense SIGINT.”

In 1999 Teresa Shea, still at the NSA, herself registered Oplnet, with its “office and electronics” focus.

Then, the next year, James Shea’s Sigtek was sold to a British firm, in a deal reportedly worth $20 
million. Shea remained at the new firm, which was called Filtronic Sigtek, as president.

In 2002, Teresa Shea’s firm acquired a 1972 Beechcraft Bonanza aircraft, according to paperwork. It is 
unclear what the aircraft is used for. Over the years, according to data from Flightaware, a flight 
tracking company, the plane was flown to various spots on the eastern seaboard including Norfolk, 
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Virginia; Flagler County, Florida; and Hilton Head, South Carolina, where the company’s 
condominium is located. The plane flies several times a month. In 2014, records show 28 flights.

 

BuzzFeed News



FAA records show that James Shea has a pilot’s license. The same records show no such license for 
Teresa Shea.

It was in 2007 that James Shea set up Telic Networks, which specializes in SIGINT, according to its 
website, and which was based at the Shea residence.

During the last decade, Teresa Shea rose rapidly at the NSA. She was the head of Tailored Access 
Operations, which generally included hacking operations aimed at special lines of communications, and
was part of the SIGINT directorate.

In 2010, Teresa Shea was appointed the director of all SIGINT at the NSA, after a period working in 
London. The same year, James Shea became vice president at a major SIGINT contracting firm, DRS 
Signal Solutions, a subsidiary of DRS Technologies.

As BuzzFeed reported in its first story on the Sheas, neither the NSA nor DRS will comment on 
whether the company has contracts with Teresa Shea’s directorate.

The NSA isn’t required to disclose its contracts. But there is evidence DRS has, at a minimum, been 
trying to get a SIGINT contract at the NSA: It’s recruiting SIGINT experts for jobs at Fort Meade, 
Maryland, the headquarters of the NSA.

Asked if there was a conflict of interest, DRS spokesman Michael Mount said “I understand your story,
and we’ll still decline to comment.” He said that when responding to BuzzFeed News about questions 
concerning James Shea, the company has coordinated with the NSA.

The NSA did not answer specific written questions about any of these issues, instead emailing a general
statement to BuzzFeed News saying that “the agency takes Federal ethics laws quite seriously” and that
it takes steps to identify and deal with any potential or actual conflicts of interest.

Matthew Aid, who has written a book about the NSA, The Secret Sentry, said it would be difficult to 
understand why Oplnet, this second home-based business, was set up by Ms. Shea, without knowing 
more.

But he adds that the fact that Shea’s husband works for a SIGINT contractor, and has a SIGINT related 
company at the couple’s home, is confounding.

“From a purely financial point of view, there’s so much potential of conflict of interest.”

He said he’s perplexed that the NSA won’t answer questions about the issue.

“The fact that the NSA will not respond to your request raises in my mind a host of questions. If there 
was nothing there, they could have come back to you and said, ‘She’d been diligent. She’s in 
compliance.’ Then there’s no story. But they’ve said nothing. That to me is what could potentially 
signal some problems.”
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Navy Intelligence Official Found Guilty in 
Silencers Scam

      

 
A Marine with Scout Sniper Platoon, 1st Battalion, 7th Marine Regiment stands ready to engage a 
target with an M4A1 Carbine with silencer attachment, on Sept. 26, 2013. JOSEPH SCANLAN/U.S. 
MARINE CORPS
Military.com | Oct 30, 2014 | by Richard Sisk 

A judge convicted on Wednesday a Navy intelligence official and a struggling auto mechanic in a 
scheme to bill the government $1.6 million for supposedly untraceable silencers that cost only $10,000 
to make.

U.S. District Court Judge Leonie M. Brinkema rejected the defense argument that the contract for 
hundreds of AK-47 assault rifle silencers had to go outside the usual channels because they were meant
for secret missions, possibly involving Navy SEAL Team 6.

"I do not accept the argument that because this might have been covert, that somehow that excuses the 
participants from playing by the rules," Brinkema said before ruling that Mark S. Landesman, the 
mechanic, and Lee M. Hall, a civilian Navy intelligence official at the Pentagon, were guilty of federal 
conspiracy and theft charges.

Both defendants were free on bond pending a sentencing hearing on Jan. 30 at which Hall could face a 
maximum term of 15 years in prison and Landesman as much as five years.
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The government paid $1.6 million for 349 untraceable silencers that were actually worth about 
$10,000, according to a Washington Post report.

At the trial, prosecutors portrayed Mark Landersman as a poor auto mechanic who lacked a federal 
firearms license. He allegedly made the silencers in his garage and then went on a spending spree with 
his profits from the contract, buying expensive cars and investing $100,000 in a microbrewery, the 
Washington Post reported.

Mark Landesman is the brother of David Landesman, who was Hall's superior as the senior director of 
intelligence at the Navy's directorate for plans, policy, oversight and integration intelligence. David 
Landesman has been named as an unindicted co-conspirator in the case and has not been charged.

Hall allegedly told Navy officials that the silencers were intended for Navy SEAL Team 6, the elite 
team in the raid in Pakistan that killed Osama bin Laden. However, representatives for SEAL Team 6 
told agents that they knew nothing of the silencers contract, the Washington Post reported.

Prosecutors said Hall's mentions of SEAL Team 6 were nothing more than a cover story for a fraud.

The case was an example of how seemingly outlandish schemes can get past the monitors at the 
Pentagon in the tense security atmosphere since 9/11, said Lawrence Korb, a former assistant secretary 
of Defense for personnel in the administration of President Ronald Reagan.

"Of course, it's possible that something like this could happen," Korb said. "You say it's a black op' and 
it's needed for the war. The whole thing is we need it for the war," said Korb, a military analyst at the 
Center for American Progress.

-- Richard Sisk can be reached at Richard.Sisk@military.com
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Trial Begins over Navy Silencer Contract 
A Navy intelligence officer illegally diverted nearly $2 million in government funds to build 
hundreds of untraceable rifle sil...

Edward Snowden - Wikipedia

Edward Snowden; Born: Edward Joseph Snowden June 21, 1983 (age 33) Elizabeth City, North 
Carolina, U.S. Residence: Russia (temporary asylum) Nationality
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Confirmed: The NSA Got Hacked - The …

Yup! The NSA Got Hacked. Internal documents appear to confirm that this week’s leak came from the 
agency.
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Edward Snowden: The Untold Story | WIRED

Snowden is about to say something as we enter the elevator, but at the last moment a woman jumps in 
so we silently listen to the bossa nova classic “Desafinado ...
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Did a Rogue NSA Operation Cause the Death of a ... - The Intercept

Sep 28, 2015 ... Did a Rogue NSA Operation Cause the Death of a Greek Telecom Employee? ... 
Panagiotis had no idea what she was talking about until he went ... however, and Basil may be less a 
key figure than simply a spy guilty of poor ...
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Secret Bases Part 5 • WWW.SECRET …

It was noticed that by fluke, the microwave beam between the Gwaenysgor and Pale Heights towers 
also went right through the BNFL Capenhurst site and so bingo!
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Mayday! The Government Rag

mayday! mayday! what the heck is going on! waking up america on a large scale... to leave comments, 
send a tip, or report a rumor, email here . pages: mayday home ...

https://en.wikipedia.org/wiki/Edward_Snowden
http://www.military.com/daily-news/2014/10/21/trial-begins-over-navy-silencer-contract.html
http://www.thegovernmentrag.com/mayday%20mayday%20special%20report%20military%20mobilizing%20weapons.html
https://searx.me:3000/?mortyurl=http%3A%2F%2Fwww.secret-bases.co.uk%2Fsecret5.htm&mortyhash=30ae58bbea620d45147ae693234dd5e5d47a922b2418ba79112a3c6ae6aa0ee4
https://web.archive.org/web/http://www.secret-bases.co.uk/secret5.htm
http://www.secret-bases.co.uk/secret5.htm
https://searx.me:3000/?mortyurl=https%3A%2F%2Ftheintercept.com%2F2015%2F09%2F28%2Fdeath-athens-rogue-nsa-operation%2F&mortyhash=ff74804ac273fe09c511ba7a559af8ed500f58bfb980e3aec8722c8cf4006524
https://web.archive.org/web/https://theintercept.com/2015/09/28/death-athens-rogue-nsa-operation/
https://theintercept.com/2015/09/28/death-athens-rogue-nsa-operation/
https://searx.me:3000/?mortyurl=https%3A%2F%2Fwww.wired.com%2F2014%2F08%2Fedward-snowden%2F&mortyhash=e1be19b516ddca07a3de8b8429e69ff5ff83f14ceef23e54d372ed1df77d20e3
https://web.archive.org/web/https://www.wired.com/2014/08/edward-snowden/
https://www.wired.com/2014/08/edward-snowden/
https://searx.me:3000/?mortyurl=http%3A%2F%2Fwww.theatlantic.com%2Ftechnology%2Farchive%2F2016%2F08%2Fyup-the-nsa-got-hacked%2F496643%2F&mortyhash=21486aac86ae107f75987d4f97d169376d76ab7e85c3a137c7819ce8b1c1ee08
https://web.archive.org/web/http://www.theatlantic.com/technology/archive/2016/08/yup-the-nsa-got-hacked/496643/
http://www.theatlantic.com/technology/archive/2016/08/yup-the-nsa-got-hacked/496643/
https://searx.me:3000/?mortyurl=https%3A%2F%2Fen.wikipedia.org%2Fwiki%2FEdward_Snowden&mortyhash=980c325f5f49caae0a1a3096585bcc5587c93ed39623553463ff5d6afb42aabd
https://web.archive.org/web/https://en.wikipedia.org/wiki/Edward_Snowden


bing yahoo cached proxied 
http://www.thegovernmentrag.com/mayday[...]20military%20mobilizing%20weapons.html

NSA Built Back Door In All Windows …

Jun 06, 2013 · In researching the stunning pervasiveness of spying by the government (it’s much more 
wide spread than you’ve heard even now), we ran across the fact ...
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What Would Happen to NSA Whistleblower …

This is viewer supported news. Please do your part today. In Part 2 of our debate about whether 
National Security Agency whistleblower Edward Snowden should be ...
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International News | World News - ABC News

Yahoo!-ABC News Network | © 2016 ABC News Internet Ventures. All rights reserved.
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The NSA's Spy Hub in New York, Hidden in Plain Sight - The Intercept

5 days ago ... They called it Project X. It was an unusually audacious, highly sensitive assignment: to 
build a massive skyscraper, capable of withstanding an ...
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Squidgygate - Wikipedia

How the tape came to be published. The tape was published after it was accidentally recorded by a 
retired bank manager who was an amateur radio operator.
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“These Programs Were Never About …

Dec 16, 2013 · Snowden Gives the Big Picture. Edward Snowden wrote yesterday about mass 
surveillance by the NSA: These programs were never about terrorism: they’re ...

bing yahoo cached proxied 
http://www.washingtonsblog.com/2013/12[...]lomatic-manipulation-theyre-power.html

https://searx.me:3000/?mortyurl=http%3A%2F%2Fwww.washingtonsblog.com%2F2013%2F12%2Fprograms-never-terrorism-theyre-economic-spying-social-control-diplomatic-manipulation-theyre-power.html&mortyhash=ec98b1359966f95dbf8f664af6784dc7cc755a0b027ab62991973dac8da20a35
https://web.archive.org/web/http://www.washingtonsblog.com/2013/12/programs-never-terrorism-theyre-economic-spying-social-control-diplomatic-manipulation-theyre-power.html
http://www.washingtonsblog.com/2013/12/programs-never-terrorism-theyre-economic-spying-social-control-diplomatic-manipulation-theyre-power.html
https://searx.me:3000/?mortyurl=https%3A%2F%2Fen.wikipedia.org%2Fwiki%2FSquidgygate&mortyhash=247c9018cea1df398ec0f37dce3c9a18d5ea3fe2657637ba875681004c5ec64d
https://web.archive.org/web/https://en.wikipedia.org/wiki/Squidgygate
https://en.wikipedia.org/wiki/Squidgygate
https://searx.me:3000/?mortyurl=https%3A%2F%2Ftheintercept.com%2F2016%2F11%2F16%2Fthe-nsas-spy-hub-in-new-york-hidden-in-plain-sight%2F&mortyhash=5121cd546dd280aa4e4791608f4883c0872da64038699bac0eb1b40cf34c1eb4
https://web.archive.org/web/https://theintercept.com/2016/11/16/the-nsas-spy-hub-in-new-york-hidden-in-plain-sight/
https://theintercept.com/2016/11/16/the-nsas-spy-hub-in-new-york-hidden-in-plain-sight/
https://searx.me:3000/?mortyurl=http%3A%2F%2Fabcnews.go.com%2Finternational&mortyhash=0f518941b9a6a9c200e22bc04cd7d2c17aa3a96d36b151ae98c75467412c547e
https://web.archive.org/web/http://abcnews.go.com/international
http://abcnews.go.com/international
https://searx.me:3000/?mortyurl=http%3A%2F%2Fwww.democracynow.org%2F2016%2F9%2F15%2Fwhat_would_happen_to_nsa_whistleblower&mortyhash=bd2f4a9864d0e152e1dd3e44bb2fc15397beba3bb3841d08508eed1fc627f151
https://web.archive.org/web/http://www.democracynow.org/2016/9/15/what_would_happen_to_nsa_whistleblower
http://www.democracynow.org/2016/9/15/what_would_happen_to_nsa_whistleblower
https://searx.me:3000/?mortyurl=http%3A%2F%2Fwww.washingtonsblog.com%2F2013%2F06%2Fmicrosoft-programmed-in-nsa-backdoor-in-windows-by-1999.html&mortyhash=b7f9c980b23bb3594e5ea83117e66313dd550bf37e86c5e84e8bc38338abd40b
https://web.archive.org/web/http://www.washingtonsblog.com/2013/06/microsoft-programmed-in-nsa-backdoor-in-windows-by-1999.html
http://www.washingtonsblog.com/2013/06/microsoft-programmed-in-nsa-backdoor-in-windows-by-1999.html
https://searx.me:3000/?mortyurl=http%3A%2F%2Fwww.thegovernmentrag.com%2Fmayday%2520mayday%2520special%2520report%2520military%2520mobilizing%2520weapons.html&mortyhash=c54c6735ffd29dbf0af54d0390676b798f0e8c9547f35283446c1feb51077861
https://web.archive.org/web/http://www.thegovernmentrag.com/mayday%20mayday%20special%20report%20military%20mobilizing%20weapons.html


Another NSA Spy Tool - AnonHQ

Dec 29, 2015 ... ... artificial intelligence computer that went rogue and attempted to wipe out the ... 
According to The Intercept, the platform made use of information from major ... For instance, the 
software monitors people who went to Peshawar then went to ... This Article (Another NSA Spy Tool) 
is free and open source.
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After Greek approval for wiretaps, a rogue NSA operation targeted ...

Sep 29, 2015 ... A new report by The Intercept and Kathimerini, relying on Edward ... Bamford said 
that the rogue NSA operation was not even known to the then CIA staion chief in Athens, Richard Eric 
Pound. ... that he was sure Costas was in a position to know about the spy software, ... Have we gone 
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NSA Spying | Electronic Frontier Foundation
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claims in Jewel, and the case will go forward on those claims.
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Revealed documents | Courage Snowden - Edward Snowden
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